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Dr. Stanley is currently serving in a Joint Duty Assignment (JDA) from the National Security Agency (NSA) to the Department 

of Defense (DoD) Chief Information Officer (CIO), Deputy CIO for Cyber Security, Architecture and Engineering Office where 
he performs the role of the DoD Cyber Defense Architect. In this capacity, he serves as the cyber security architecture and technical advisor 

to the DoD CIO and Staff, where he represents and provides decisions on behalf of the DoD CIO on various SES/06 level governance boards 

regarding cyber security matters. He joined NSA in May 2011 as an Information Systems Security Designer (Architect) where previously, 

he served as the Information Assurance Architecture Lead and Deputy Program Manager for the Commercial Solutions for Classified 

Program, as an Information Assurance Subject Matter Expert supporting concept planning for a major cybersecurity effort, as the 

NSA Lead for the Agency's support to the Joint Information Environment, and as the Technical Director for the Associate Deputy 

Director for Strategic Mission Integration. 

 
Prior to joining NSA, Dr. Stanley served as a Program Analyst in the Acquisition Center of Excellence and as the Chief 

Systems Engineer for the Defense Information System for Security Program at the Business Transformation Agency; Chief of 

the Mitigations Branch (J34) at U.S. Cyber Command/Joint Task Force - Global Network Operations; Chief of the Information 

Assurance/Computer Network Defense Division at the Defense Security Service; Program Director of Information Technology 

Security for the Special Access Programs (SAP) Central Office and as Chief of System Security Engineering for the 

Ground-based Midcourse Defense Joint Program Office at the Missile Defense Agency; as an Information Technology Specialist at 

the Defense Threat Reduction Agency; as the Information Technology Director for a commercial construction firm in 

Jacksonville, Florida; as the Management Information Systems Director for a commercial waterworks distribution company in Tampa, 

Florida; and in various positions for a number of defense contractors specializing in IT support to Government clients in the Intelligence, 

Special Operations, and SAP communities. In addition, Dr. Stanley served as an Electronic Warfare/Signals Intelligence Analyst, 
Enciphered Communications Analyst, and Computer Programmer/Analyst for the United States Army and United States Army 

Reserve. 

 

Dr. Stanley holds a Doctorate of Management (DM) from the University of Maryland University College. He is an alumnus of 

Saint Leo University, where he holds a Master of Business Administration (MBA) and a Bachelor of Arts (BA) in Business 

Administration with a concentration in Computer Information Systems. He holds several graduate certificates; most notably, 

Information Security Management from the University of Virginia, as well as Department of Defense (DoD) Chief Information 

Officer and DoD Chief Information Security Officer from the National Defense University-Information Resources Management 

College. He is Level III certified in Program Management, Information Technology, and Systems Engineering under the DoD 

Acquisition Workforce Improvement Act (DAWIA). Finally, Dr. Stanley holds (ISC)2 certification as a Certified Information Systems 

Security Professional/Information Systems Security Engineering Professional (CISSP/ISSEP) and PMI certification as a Project 
Management Professional (PMP). 

 

 

Case number (DJ2-2016-07815) 

 


